
SUCCESS

NSA ATTACK SURFACE 
MANAGEMENT
GAIN AN ADVERSARIAL VIEW OF YOUR NETWORK, 
FIND ISSUES BEFORE THEY DO.
NSA's Cybersecurity Collaboration Center provides 
no-cost attack surface management services to protect 
critical Department of Defense information held on 
Defense Industrial Base (DIB) company systems.

NSA’s attack surface management 
service has detected thousands of 
vulnerabilities on DIB networks and 
worked with network defenders to 
implement mitigations before 
they became compromises.

To learn more about qualifications and enrollment, 
email DIB_Defense@cyber.NSA.gov

cybercenter.nsa.gov @NSACyber

Attack surface management is 
critical to protecting your networks 

and sensitive data from compromise, 
as unpatched services are often used 

by threat actors to gain initial access.
NSA’s Attack surface management service leverages 

commercial asset discovery and vulnerability assessment 
services, combined with in house analytic expertise, to 

discover vulnerabilities and provide prioritized mitigation 
guidance for internet-facing DIB assets.  


